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BS110 The CSAF Writers Guild Advancing Your Experience

Kurzbeschreibung:

The workshop is designed for participants with CSAF experience who want to deepen their expertise in working
with the Common Security Advisory Framework. It covers advanced topics and complex use cases of the CSAF
format. The course is suitable for graduates of the CSAF Writing Boot Camp or for professionals with practical
CSAF experience in their own organization.

Zielgruppe:

This workshop BS110 The CSAF Writers' Guild — Advancing Your Experience is aimed at experienced
users of the CSAF standard and those responsible for security advisories who want to deepen their knowledge,
in particular:

e Participants of the BS100 CSAF Writing Boot Camp (For Beginners) or users with comparable CSAF
experience

¢ Product security teams and PSIRT members already using CSAF

e |T security officers and analysts who process complex vulnerability information

e Security engineers and CERT staff who want to delve deeper into CSAF special use cases

e |T professionals working in vulnerability management and security-researcher

Voraussetzungen:

To participate in the workshop BS110 The CSAF Writers' Guild — Advancing Your Experience, you should
have:

e Knowledge of the CSAF standard and practical experience with CSAF documents (the CSAF Writing
Boot Camp or comparable prior knowledge). A proof of completion (e.g. certificate of completion) for the
CSAF Writing Boot Camp (for beginners) must be provided if Workshops 1 and 2 are not booked
together.

e Experience with JSON files and command-line tools is helpful (part of the exercises uses CLI tools)
e Fluent English communication skills, verbal and written, are mandatory.

Sonstiges:

Dauer: 1 Tage

Preis: Euro plus Mwst.
Ziele:

In this workshop BS110 The CSAF Writers' Guild — Advancing Your Experience, you will:

e Correctly apply the CSAF standard in special use cases (e.g. communication of non-affected status
using the CSAF VEX profile)

e Build complex security advisories with multiple vulnerabilities and products in a structured way

e Apply tools and best practices for creating and validating CSAF documents (e.g. Secvisogram, CSAF
Validator).

e Apply best practices and guidelines for high-quality CSAF documents
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Inhalte/Agenda:

¢ The training considers the new revision 2.1 of the CSAF standard.
If the new version has already been released at the time of the training, we will work hands-on with exercises based on revision

2.1.
If the release is still pending, you will receive an exclusive preview of the planned enhancements and their significance for

practical implementation.
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